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PART 2700—SECURITY 
INFORMATION REGULATIONS 

Subpart A—Introduction 

Sec. 
2700.1 References. 
2700.2 Purpose. 
2700.3 Applicability. 

Subpart B—Original Classification 

2700.11 Basic policy. 
2700.12 Criteria for and level of original 

classification. 
2700.13 Duration of original classification. 
2700.14 Challenges to classification. 

Subpart C—Derivative Classification 

2700.21 Definition and application. 
2700.22 Classification guides. 

Subpart D—Declassification and 
Downgrading 

2700.31 Declassification authority. 
2700.32 Declassification general. 
2700.33 Mandatory review for declassifica-

tion. 
2700.34 Downgrading authority. 

Subpart E—Safeguarding 

2700.41 General restrictions on access. 
2700.42 Responsibility for safeguarding clas-

sified information. 
2700.43 Reproduction controls. 
2700.44 Administrative sanctions. 

Subpart F—Implementation and Review 

2700.51 Information Security Oversight 
Committee. 

2700.52 Classified Review Committee. 

AUTHORITY: E.O. 12065, National Security 
Regulation of June 28, 1978 (43 FR 28949, July 
31, 1978); Information Security Oversight Of-
fice Directive No. 1 (43 FR 46280, October 5, 
1978). 

SOURCE: 44 FR 51574, Sept. 4, 1979, unless 
otherwise noted. Correctly designated at 44 
FR 51990, Sept. 6, 1979. 

Subpart A—Introduction 

§ 2700.1 References. 
(a) Executive Order 12065, ‘‘National 

Security Information,’’ June 28, 1978, 
(hereinafter E.O. 12065). 

(b) Information Security Oversight 
Office, Directive No. 1, ‘‘National Secu-
rity Information,’’ October 2, 1978, 
(hereinafter ISOO Directive No. 1). 

§ 2700.2 Purpose. 

The purpose of this Regulation is to 
ensure, consistent with the authorities 
listed in § 2700.1, that national security 
information originated and/or held by 
the Office for Micronesian Status Ne-
gotiations (OMSN), which includes the 
Status Liaison Office, Saipan, North-
ern Mariana Islands (SLNO), is pro-
tected. To ensure that such informa-
tion is protected, but only to the ex-
tent and for such period as is nec-
essary, this regulation identifies the 
information to be protected and pre-
scribes certain classification, declas-
sification and safeguarding procedures 
to be followed. 

§ 2700.3 Applicability. 

This Regulation supplements E.O. 
12065 within OMSN with regard to Na-
tional Security Information. In con-
sonance with the authorities listed in 
§ 2700.1, it establishes general policies 
and certain procedures for the classi-
fication, declassification and safe-
guarding of information which is 
owned by, is produced for or by, or is 
under the control of OMSN. 

Subpart B—Original Classification 

§ 2700.11 Basic policy. 

(a) General. It is the policy of OMSN 
to make available to the public as 
much information concerning its ac-
tivities as is possible, consistent with 
its responsibility to protect the na-
tional security. 

(b) Safeguarding national security in-
formation. Within the Federal Govern-
ment there is some information which 
because it bears directly on the effec-
tiveness of our national defense and 
the conduct of our foreign relations, 
must be subject to some constraints for 
the security of our nation. 

(c) Balancing test. To balance the 
public’s interest in access to govern-
ment information with the need to pro-
tect certain national security informa-
tion from disclosure, these regulations 
indentify the information to be pro-
tected, prescribe classification, down-
grading, declassification, and safe-
guarding procedures to be followed, and 
establish education, monitoring and 
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